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1.02. Hızlı Kurulum Kılavuzu

Ürünün Saklama Koşulları

Ürünlerimiz, hem appliance (donanım) hem de yazılım sürümü olarak teslim edilebildiğinden, aşağıdaki
saklama koşulları tüm varyantlar için geçerlidir:

Sıcaklık: Ürün kuruluma alınana kadar 0°C – 40°C aralığında saklanmalıdır.

Nem: Bağıl nem oranı %10 – %80 (yoğuşmasız) olmalıdır.

Fiziksel Koruma: Ürün darbe, titreşim, ağır yük altında bırakılmamalı; doğrudan güneş ışığına maruz
kalmamalıdır.

Paketleme: Ürün mümkünse orijinal kutusunda, anti-statik koruma malzemeleri çıkarılmadan saklanmalıdır.

Çevresel Etkenler: Su, nem, kimyasal madde, toz ve aşındırıcı ortamlardan uzak tutulmalıdır.

Depolama Ortamı: Kuru, havalandırılan ve temiz bir depoda saklanması önerilir.

Yazılım Bileşenleri: ISO/kurulum dosyaları, lisans anahtarları ve yapılandırma yedekleri bozulmayacak
dijital ortamlarda saklanmalı; harici medyalar aşırı ısı ve manyetik alanlardan korunmalıdır.

Bu koşullar, ürünün kurulum öncesi bütünlüğünün korunması ve sorunsuz devreye alınabilmesi için yeterlidir.

Ürün Özellikleri

Ürün özelliklerine ilgili adresten ulaşabilirsiniz: Antikor Yeni Nesil Güvenlik Duvarı – Modeller ve Ürün Detayları

Ürüne erişim

1. Ürünün elektrik adaptörünü bağlayınız.

2. Ethernet kablolamasını ilgili portlara doğru şekilde yapınız.

3. Web arayüzüne erişmek için tarayıcınızdan aşağıdaki adresi ziyaret ediniz: 
https://IP:8800/giris

4. Varsayılan giriş bilgileri:
Kullanıcı adı: admin
Şifre: antikor

5. İlk girişten sonra güvenlik gereği varsayılan şifrenizi değiştirmeniz istenecektir. 
Açılan ekranda yeni şifrenizi belirleyerek işlemi tamamlayınız.

https://www.epati.com.tr/tr/urunler/antikor-yeni-nesil-guvenlik-duvari/#modeller-ve-%25C3%25BCr%25C3%25BCn-detaylar%25C4%25B1


İlk Yapılandırma

Cihazın temel ağ ayarlarını gerçekleştirmek için aşağıdaki adımları takip ediniz:

1. Yönetim arayüzüne giriş yaptıktan sonra sol menüden 
Ağ Ayarları → Ethernet Ayarları bölümüne geçiniz.

2. Açılan ekranda cihaz üzerinde mevcut olan ethernet arayüzlerini görüntüleyebilirsiniz.

3. Yeni bir ağ arayüzü oluşturmak istiyorsanız “Ekle” butonunu kullanarak arayüz tipini belirleyiniz.

4. Her bir arayüz için gerekli IP yapılandırmalarını tanımlayınız:
IP Adresi

Ağ Maskesi

Varsayılan Ağ Geçidi (gerekiyorsa)

5. Yapılandırmayı kaydediniz. 
Cihaz belirtilen IP adresi üzerinden erişilebilir hâle gelecektir.

6. Yönetim arayüzüne erişiminiz kaybolursa, belirlediğiniz yeni IP adresi üzerinden tekrar giriş yapınız.

Bu işlem sonrasında cihazınız temel ağ ayarları tamamlanmış şekilde çalışmaya hazır olacaktır.

Güvenlik Ayarlarının Yapılandırılması

Cihazın güvenlik politikalarını oluşturmak ve yönetmek için aşağıdaki adımları izleyebilirsiniz:

1. Sol menüden Güvenlik Ayarları → Güvenlik Duvarı Ayarları bölümüne geçiniz. 
Bu ekranda cihazın genel güvenlik duvarı davranışlarını, varsayılan kuralları ve temel güvenlik politikalarını
yapılandırabilirsiniz.



1. Aynı menü altında bulunan Güvenlik Kuralları sayfasına giderek ihtiyaçlarınıza göre yeni güvenlik kuralları
oluşturabilirsiniz. 
Bu bölümde aşağıdaki tanımlamaları yapabilirsiniz:

Kaynak ve hedef IP adresleri

Port ve protokol seçimi

İzin/engelleme gibi kural aksiyonları

Zaman planlaması (isteğe bağlı)

Kural önceliği

2. Oluşturduğunuz kuralları kaydettiğinizde güvenlik duvarı trafiği belirttiğiniz politikalara göre işlemeye
başlayacaktır.

Bu adımlar sayesinde cihazınız için güvenlik seviyesini ihtiyaçlarınıza uygun şekilde yapılandırabilirsiniz.

NAT Yapılandırması

Cihaz üzerinden dış ağlara erişim (internet çıkışı) sağlamak için NAT ayarlarını aşağıdaki şekilde
yapılandırabilirsiniz:

1. Sol menüden NAT Yapılandırması bölümüne geçiniz. 
Bu menü altında ihtiyaçlarınıza bağlı olarak farklı NAT türlerini seçebilirsiniz.



2. Kullanmak istediğiniz NAT yöntemine tıklayınız. 
Örneğin Global SNAT seçeneğini kullanarak tüm çıkış trafiğini tek bir IP adresi üzerinden
yönlendirebilirsiniz.

3. Global SNAT sayfasında:
NAT için kullanılacak IP adresini ilgili alana yazınız.

NAT durumu ayarını Aktif konuma getiriniz.

4. Ayarları kaydettiğinizde cihazınız belirlediğiniz NAT IP’si üzerinden internete çıkış sağlayacaktır.

Bu işlem sonrasında istemcileriniz dış ağlara erişim için tanımladığınız NAT politikasını kullanmaya
başlayacaktır.

Kurulum Tamamlandı

Yapılandırma adımlarını tamamladıktan sonra ürün artık kullanıma hazırdır. 
Belirlediğiniz ayarlar doğrultusunda cihazı güvenle kullanmaya başlayabilirsiniz.
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